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# Informacinių technologijų ir informacijos valdymas

* 1. Pagrindinės informacinių technologijų sąvokos.
	2. Informacijos technologijos, jų paskirtis, pagrindinės funkcijos ir efektyvumas.
	3. Informacija, duomenys ir žinios. Informacijos valdymo ypatumai.
	4. Išoriniai ir vidiniai informacijos srautai.

# Informacinė visuomenė

* 1. Pagrindiniai informacinės visuomenės bruožai: e. valdžia, e. verslas, e. rinkodara, e. mokymai.
	2. *FinTech*, *LegalTech, DeepTech, PropTech* ir *GovTech* fenomenai bei jų transformacijų analizė.
	3. Kibernetinis saugumas ir saugus duomenų valdymas bei duomenų apsaugos e. erdvėje standartai.
	4. *Bendrojo duomenų apsaugos reglamento*, autorių teisių, intelektinės nuosavybės principai.

# Duomenys ir jų valdymas

* 1. Duomenų tipai ir rūšys.
	2. Duomenų saugojimas ir debesų kompiuterija.
	3. Debesų kompiuterijos paslaugos ir įmonių veiklos transformacijos duomenų saugojimo kontekste.
	4. Didžiųjų duomenų reikšmė ir jų valdymo ypatumai.

# Elektroniniai mokėjimai ir elektroninių atsiskaitymų sistemos, kriptovaliutos.

* 1. Elektroniniai mokėjimai ir jų raida.
	2. Elektroninių atsiskaitymų sistemos.
	3. Kriptovaliutų tipai, rūšys ir sistemos.
	4. Blokų grandinės ir jų sąsaja su kriptovaliutomis.
	5. Blokų grandinių sistemų taikymo galimybės versle.

# Elektroninis verslas, elektroninė komercija ir elektroninė rinkodara

* 1. *Web* technologijos ir interneto portalų tipai bei sąsajos su elektroninės prekybos sprendimais.
	2. Elektroninio verslo ir elektroninės komercijos takoskyra.
	3. Elektroninio verslo kategorijos, tipologijos.
	4. Elektroninio verslo modeliai pagal sandorio šalis, veiklos prigimtį ir pajamų šaltinius.
	5. Elektroninė rinkodara, rinkos ir vartotojų segmentavimas elektroninėje erdvėje.

# Elektroninė valdžia

* 1. Informacinių technologijų taikymas viešojo valdymo veiklos tobulinimui.
	2. Baziniai elektroninės valdžios modeliai.
	3. Elektroninės valdžios paslaugų modeliai, jų taikymo ypatumai.
	4. Tarpinstitucinės daugialypės sąveikos ir informacinių sistemų santykis viešajame valdyme.
	5. Elektroninių rinkimų sistemos ir modeliai.

# Elektroninis parašas ir elektroninė atpažintis.

* 1. Elektroninio parašo ir elektroninės atpažinties takoskyra.
	2. Elektroninio parašo infrastruktūra.
	3. Bazinės elektroninio parašo technologijos ir kitos elektroninės atpažinties priemonės.
	4. Elektroninių parašų rūšys.
	5. Elektroninio parašo raktų (privataus ir viešojo) technologijos, sertifikatai.
	6. Elektroninio parašo simetrinė ir asimetrinė enkripcijos.
	7. Elektroninio parašo ir elektroninės laiko žymos sąsajos.
	8. Elektroninis spaudas, elektroninio laiko žymos paskirtis, technologijos ir infrastruktūra.
	9. Elektroninio parašo ir elektroninės laiko žymos įtaka elektroninių dokumentų apsaugai – juridinės ir praktinės aktualijos inovacijomis grindžiamo verslo plėtrai.

# Informacinės sistemos koncepcija ir projektavimas

* 1. Informacinės sistemos (IS) paskirtis ir tikslai.
	2. IS koncepcijos sprendimų paieška.
	3. IS vertinimas.
	4. IS kūrimo priežiūros ir palaikymo sąnaudos.
	5. Reikalavimai IS.
	6. IS projektavimo metodai:
		1. tradicinis;
		2. struktūrinis;
		3. prototipinis;
		4. objektinis;
		5. subjektinis.

# Įmonių taikomosios informacinės sistemos, jų kokybė ir saugumas

* 1. Apskaitos informacinės sistemos.
	2. Gamybos valdymo informacinės sistemos.
	3. Tiekimo grandinės informacijos sistemos.
	4. Ryšių su klientais sistemos.
	5. Projektų valdymo sistemos.
	6. Strateginio valdymo informacinės sistemos.
	7. Elektroninio verslo sistemos.
	8. Informacinių sistemų kokybės savybės, efektyvumo vertinimas:
		1. sistemų saugumas;
		2. techninės įrangos patikimumas;
		3. programinės įrangos patikimumas.

# Informacinių sistemų auditas

* 1. Informacinių sistemų kontrolės veiksmų grupės:
		1. taikymo kontrolės procedūros;
		2. bendrosios IT kontrolės procedūros.
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